
In this half-termly newsletter we want to keep
you informed of the latest online safety
updates, as well as sharing information with
you about how to keep your children safe
online. It is vital that you know what to do if
you have any concerns about your child’s or
another child’s online activities. 
 

Replika is an Artificial Intelligence (AI) platform that
takes the form of an interactive, personalised chatbot.
It learns how to replicate genuine human interaction
through conservations with the user who crated them. 

For more information click on the icons below. 

The INEQE Safeguarding Group have
published a report warning about the
YouTube cartoon series called Jeffy. This
could be mistaken as child-appropriate
content, however it is not.

Click on the link below for more
information on this. 
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Rename your WiFi network - people
with malicious intent can use the
default SSD of your WiFi connection to
learn more about your router and
network. 
Don’t download from unknow sources
- think twice before downloading
unlicensed software, pirated
programs or downloads from
untrustworthy websites and links. 

Setting up devices for children will help them get the
best out of their digital experiences. Use this online
safety checklist to help get started. 

Click on the icon for more
 information.

A comprehensive
page of resources

can be found on the
school's website. 

Click on the school
logo to the left to find
out what is available. 

https://griffinprimaryschool.org.uk/e-safety/
https://ineqe.com/2023/11/09/safeguarding-update-youtube-cartoon-jeffy/
https://ineqe.com/2022/01/20/replika-ai-friend/
https://www.youtube.com/watch?v=Bb9YIkSIOAM
https://www.internetmatters.org/resources/e-safety-checklist-getting-your-kids-tech-devices-set-up-safe/

